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1. 701Client Email Notification GUI
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Default Setting:

Mail Server |\-nm.mailhust.nt:lj |

Email Server Setting (Sender)
701Client > Setting > Access Level
Mail Server: SMTP Mail Server

SMTF Port El Requires authentication SMTP Port: Outgoing Email Port
User Name |email_user | User Name: Outgoing Email Address Account
Password |........ | Password: Outgoing Email Password
. Mail From: Sender Email Address
Mail From |my_t:mall |
Send To: Receiver Email Address
Send T .
encio | | CC To: CC User Email Address
Ccto | |
é Save As é Save E‘P Exit
User Cara Edit B | Personal Email (Receiver) Setting

[J Auto Save Card 1D

User Num ljl: Lock

card ID | | 27140] [Card only

Time Zone ALL v~ Level 00 -

Door Group ALL v

Name # ‘Cindy | P.LN. ‘ 3453‘ [ changeable
Alias ‘ | Employ ID ‘ ‘ [J Guard -
[] Anti-passback
Upate Limits | 1+ 122099 @~ |~ | 1 12099 D~ | [Just card contro E
n

Depart. [Dep_00 ~|[Dep2_oo ~| puty# [puty o0~

Car ID l:l Birthday 111980 [~ [JJust fingerprint

VisalD Gender [Male || E-mail |cindy@soyal.com | 20007 ‘
TEL: ‘ | —
MNEIEA 2

701Client > User Card Edit > E-mail > Enter

personal email address
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Il.  Email Server Setting

Server SMTP Mail Server:
Gmail Mail Server: smtp.gmail.com
Port: 587
Yahoo Mail Server: smtp.mail.yahoo.com
Port: 465
Local Provider Mail Server: www.hibox.hinet.net
(Example: ChungHwa Telecom in Taiwan, Port: 25

Server for Business Email is Hibox)

Note: If you use a Gmail or Yahoo account as your email server outgoing email notification, please opt “less

secure app access”. This setting required to grant access for TaskBot to send emails using Gmail or Yahoo

accounts on your behalf.

Gmail Setting
Mail Server: smtp.gmail.com
Port: 587

@ = ©

®

Soyal Access Control
expori@soyal.com

Manage your Google Account

Step 1. After logged in to your Google Account,
on the top right side, select your account and
select “Manage your Google Account”

@) Home

Less secure app access
[E5) Personalinfo .

C® Data & personalisation

2, People and sharing

@ off

Turn on access (not recommended)

E5 Payments and subscriptions

() About

ount, apps and devices that us secure sign-in

e will auto

matically turn this setting OFF if it's not being used

Step 2. Select Security > Scroll down until you
find ‘Less secure app access’ > Select ‘Turn on
access’

Note: If you are enabling two factor
authentications, this feature might not appear
on your setting page.

More detail about Less secure app access on
Gmail 2
https://support.google.com/accounts/answer/6
010255%hl=en
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< Less secure app access

Some apps and devices use less secure sign-in technology, which makes
your account vulnerable. You can turn off access for these apps, which we
recommend, or turn it on if you want to use them despite the risks. Google
will automatically turn this setting OFF if it's not being used. Learn more

Allow less secure apps: ON .

Step 3. Allow less secure apps: ON

Access Level X

Options ﬁ Df }‘;
Card/POP 00 ~| 10 ~ 20 =~
Door Group (00 ~ | 10 -

Time Zone (00 ~ |10
Holiday 00 ~ |10 ~
Attendance (00 ~ |10

Door Name (00 ~| 10 ~
Download 00 -~

Save Text 00 -

Message oo -~

Repont 00~ 10 ~| 20 -~
Reader CTL po -~

Mail Server ‘smlp.gmail.cum ‘

SMTP Port 587 Requires authentication

User Name ‘BXpan@suyal.[:um ‘
Password | 9999900000000 \
Mail From ‘Expnn@snyal.cnm ‘
Send To ‘ ‘

|

Ccto ‘

é Save As é Save ‘l E‘P Exit

I

Step 4. Go to 701Client > Setting > Access Level
and enter

Mail Server : smtp.gmail.com

SMTP Port : 587

User Name : enter Gmail email address
Password : enter Gmail password

Mail From : enter Gmail email address

Step 5. Click ‘Save’
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Yahoo Setting:

Mail Server: smtp.mail.yahoo.com
Port: 465
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==K
cindymettawinata95@ya. ..

1 w Account info

1 -+ Add or manage accounts

Sign out

Step 1. After logged in to your Yahoo Account,
on the top right side, select your account and
select “Account info”

Personal info

Other ways to sign in

| © Account security App password

If you don't normally use a password to sign in
fo your Yahoo account, here's where you can
generate a password for third-party apps that
i= Preferences require passwords.

® Recent activity

Generate app password

Help

Step 2. Select Account Security > Generate

app password
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Step 3. Select Get started
X

Eﬁm

App passwords

Some apps or services require you to enter your username and
password to connect to your Yahoo account. If you're not
comfortable sharing your password with that service, Yahoo can
generate an app password, a single-use password to use with
just that app/service instead of your normal password.

When do | need an app password?

Some older, less secure apps/services don't support Yahoo's
own sign-in method and ask you to give your username and
password directly to the app/service instead. In cases where
you cannot see the Yahoo sign-in box, you should generate and
use an app password.

Step 4. Enter ‘701 Client’ on Enter your app’s
name section > enter Generate password

Generate an app password

Some apps require a separate, single-use password to sign in.
Generate and manage them here.

Enter your app's name

701 Client

e
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Step 5. You will get app password for
701Client, select Copy.

Your app password

Your single-use app password for 701 Client is:

fbif pupp vkxz uoim Copy

This is a single-use password. You do not need to remember it.
It does not replace your normal password.

How to use this password

1. Sign in to the app/service using your normal username

2. Instead of your normal password, enter the app

password above

If you stop using 701 Client, you can delete the app password
here to remove 701 Client's access to your account.

Step 6. Go to 701Client > Setting > Access
Level and enter

Access Level X

Options m D/ x

Mail Server : smtp.mail.yahoo.com
Card}POP 00O -~ 10 =~ 20 «
Door Group 00 ~ | 10 SMTP Port 1 465
Time Zone 00 | (10 v User Name : enter Yahoo email address
Holiday o0 - 10 -~
Attendance |00 <] [0 < Password : paste the app password

DoorName (00 ~ |10 - from Step5

Download {111

Mail From : enter Yahoo email address
Save Text {111
Message o
Report 00 ~ | 10 ~ 20 -~
Reader CTL 00 -

Mail Server |smtp.mail.yahnn.cnm |

SMTP Port Requires authentication

User Name |c:..d, ttawinata95@vyahoo.co.id
Password | 2005000000080 000

Mail From |c' dymettawinata95@yahoo.co.id

Send To |

Ccto |

é Save As é Save E‘P Exit
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lll. Events Triggered Push Email Notification

Part 1. QRCODE (suitable for visitor management)

QRCODE access is easy to implement, access, and low in cost to create it, which is suitable for visitor
management. 701 Client could convert card ID and generate it into QRCODE image and send the image to a
designated e-mail. This could be use as limited time access identification to pass through a specific door
groups, time and date limit (Eligible for Enterprise Series Controller). QRCODE will become invalid after

expiration date and time.

Setting:
Step 1. Fill in User Data
User Num 3 I [dLock  [JAuto Save Card ID Go to 701Client > 8. User Card Edit
oo LR MCUET] BT TR BE - Must fill: User Num, Card ID, Access
Time Zone ALL v lLevel 00 - ' 2 L
Door Group ALL i MOde, and Name.

1
I Name = Gibran I P.LN. 0000| [ ] changeable
Alias Emm [ Guard

[ Anti-passback Step 2. After done editing user data,
Obate Limits | 1/ 12099 [~ |~ | Ng2099 [~ | Cyust card contro
Depart. [Dep_00 ~|[pep2_o0 Duty# Duty 00 I
VisalD Gender|Male ~| E-mail: |gibran.9 mail.com G007
Ve | | ‘| | }’fﬁ . \, | - || select Save and Download
Addr. | | 2 é % ‘ b4 E" ‘

N A4

to Controller

Adding date limit and time limit into for access (suitable for visitor management)

Time Limit Format

Time must be in 24hours format, hour and minute separate with “:’ character, between start and end time
separate with ‘-

Correct Example: 09:00-17:00
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User Card Edit u

User Num 3% Mlock  [JAuto Save Card ID
Card ID 47302

34888 Card only M bag ]

A, %&

Time Zone ALL v Level 00 v

Door Group ALL -

Name  |Gibran P.LN. 0000/ [] Changeable
Alias Employ ID [] Guard
Anti-passback
[ pate Limits 3n8r2021 0~ | — | 31812021 O~ | [ yust card contro
Depart. |Dep_00 +| [Dep2nd_o0 ~| buty¥ puty_os -
Car ID Birthday 112000 [~ [ Just fingerprint

ﬂﬂlﬁﬂ

VisalD 2 ender Male | E-mail:
TEL: 08:00-12:00 ‘r

>
=] 1 \

@ start date / End Date

MDate Limits | ansro21 [J~|- | anse21 |
Start date —/ \— End Date
e Start time / End time
TEL: ‘03:00-12:00
Start time End time

Step 3. One Day Access

For one day access, you can directly
set the same date between start date
and end date and enter the time
limit.

Below example is enabling date limit
for access only at March 18 2021
between 8:00-12:00 (remember to
save and download the save changed
to controller)

File

Edit View Windows Setting Tools Help

PO BHEN 3 dEYQY @0 «a»

Time Zone Edit

?ZONE 01 v|

Start End

@SUN 00:00 |5 00:00 2 LEVEL 00
MON  08:00 |3 18:00 '3 LINK _END__ Y
TUE  [08:00 |5 18:00 5 [ Avaitable in Holiday
WED  [08:00 |2 18:00 |3 Dowstad
W lew B 1500 B DEFAULT.ZON v~
FRI 08:00 5 18:00 '3 w2 B
SAT 00:00 |3 00:00 2 821E/716E 001

" Download to Controller

é Save As ’ E:l Save as Text ’
v ‘ [" Exit ’

Step 4. Multiple Day Access
For multiple day access, the time
limit set is from start date time to

end date time.

For example setting the date limit for
user no. 2 from March 1 to March 31,
time limit set is 09:00-17:00. Because
it is multiple day access, between the
start date and end date there should
be combined with timezone access.
Example, time zone 1 is a set of
timezone for weekday Mon, Tue,
Wed, Thu, Fri for 08:00-18:00.

That way, User 2 access is:
March 1 (start date) User 2 can
access from 09:00 (start time, instead

of 08:00 from timezone 1 setting)

March 2 until March 30 User 2 can
access according to assigned
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User Card Edit = timezone 1; which is from
User Num 32 [MlLock [] Auto Save Card ID 08:00'18:00
Card ID 47302 34888 Card only e Wl
Time Zone ALL . Level 00 L]
Door Group | ALL March 31 (end date) User 2 can
Mo | Gbran PIN. 0000/ (7] Changeable access until 17:00 (end time, instead
Alias Employ 1D Guard

Anti-passback
Just card contro

[ Date Limits quﬂﬂﬂ?l |- | ansrozr D~

Depart. Dep_00 Dep2nd_00 Duty# Duty_00

Car ID Birthday W 172000 - =1 Just fingerprini

VisalD 4 ender M P E-mail:

TEL: 08:00412:00 :
Addr. =

© O start date & Start time
[/ Date Limits
Start date

© 0 End date & End time
08:00-12:00

= nero21 L~
End Date

08:00-12:00
Start time

End time

of 18:00 from timezone 1 setting)

[ Auto Save Card ID

User Num 3 ‘:- Lock

Card ID‘ 47302H 34HEEHCard0nIy <l = :
&

Time Zone ALL v Level o0 ~ h

Door Group ALL w

Name x |Gibran | PN | 0000/ [] Changeable

Alias |:| Employ ID |:| [ Guard
Anti-passback
Obate Limits | 1/ 12099 [~ |~ | 17 112099 [~ | Tyust card contro

Depart. [Dep_00 | [pep2_00 ~| Duty* Duty 00 -

car ID |:| Birthday 980 [~

Just fingerprint

VisalD Gender E-mail: |gibran.999@gmail.cnm
TEL: ‘ | v %
Adar. | |

3

Step 5. Send QRCODE to designated
email address

Make sure E-mail has been filled with
valid email address and Mail Server

on Access Level has been set.

Mail Server ‘Smlp.gmail.cnm ‘

SMTP Port 587 Requires authentication

User Name ‘expnn@snyal.cnm ‘
Password ‘ 20000800 000000 ‘
Mail From ‘Expun@suyal.\:um ‘
Send To ‘ ‘
Ccto ‘ ‘

é Save As ‘

é Save E‘P Exit

Then press to send

QRCODDE to user email.

10
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Part 2. Fire Event notification

Access controller under AR-727-CM-10-0804M that connected to the Fire Detector Control Unit, built-in fire
alarm interlinkage function that could trigger "Fire Alarm (DI0) Open Doors" under fire event, and then
release all door lock of access controllers under AR-727-CM-10-0804M, at the same time could send email

to designated email address for real time notification of fire event.

RS485 CH1 & CH2 Ethernet/UDP Broadcast

com S !—<°°M 3
Fire Alarm NO
Control Panel B =2 M Control Panel —

«
H
»
-

CH2 CHI
RS-485 | RS-485 RS-232 / 8140
—_— RIS | Tx | Rx
LB— | LA+ | LB- | LA+ 'S5 T g Dis
v 1121314151617
—— M20]19f18|17 16|15 14

NC | NO |DO1]DO2| DI3
AR-727-CM-10-0804M

Power

31 als5]él7]8 1

1817161514113 (12111

NO |DO1]DO2 DI3 | DI2 | DI
ot

AR-727-CM-10-0804M

Modbus Gateway (TCP-RTU) TCP
Modbus Gateway (TCP-RTU) TCP to Wiegand Converter Built-in 8DI 1RO 3DO
to Wiegand Converter Built-in 8D1 1RO 3DO

911

12111
DIl

JIDLLDE o
l

i:3lz]-1=4

r = - | :
@ Controller Controller

Controller
Contiolar e 5 AR-725-E AR-331-E AR-727-E AR-327-E
AR-725-H AR-727-E AR-331-H AR-327-E
Setting:
Notes:

1. Update software & devices firmware version to the latest version.

2. Upgrade AR-727-CM-10-0804M into Firmware version: APX727i3___ V0500 8180 190930 UDP
FireMessage.STM (If you have functional firmware requirements, please contact SOYAL sales team)

3. There are two ways of wiring to auto release all doors under fire alarm event, through RS485 CH1/CH2
OR Ethernet/UDP Broadcast

11
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. Controller update tool (Ver3.02) — x Step 1. Update AR'727'CM'IO'0804M
NET Adapter | 192.168.1.20; f8-32-e4-72-69-52; (Realtek PCle GBE Family Controller) o ~ f
Fimware  [ixs 13CmIISPIAR727CN_IIVE_AP\APX727i3__ V0500 84O 190930.5TM < 323 ([ LoadFw )| | Update Fw Irmware
LeDFont | Load Font st Upgrade firmware using UDPUpdater
Idle Image | Load Image Update Image ft
sortware.
727CMH-IO Test SublIPRange |127 |~ [130 Range Scan Exit
Update Path 1. Select Firmware file
gEmemenP [1921681127 | pon 1604 |Node |1 )
SerialNode (COM) | 1 CoMs 2. Enter IP address of
Serial Port (COM) BAUD
®115200 O57600 (38400 AR-727CM-V3-|O, Port 1604 , Node ID
019200 09600 (O4800
Select Device 001
O 727iv2 . .
2] 3. Select Device type “ 727iv3”
O 331E/327E(721E2/725Ev2[727Ev5/881E/821EV5/B37TE(EF
4., Click “Update FW”to upgrade the

customized firmware to device.

From Step 2-5 below, choose one step based on your wiring and release door method.

Fire Alarm (DI0) Open Doors (Available for TCP Server mode Only) Step 2. Choosmg RS485 wiring method
Door Open Mode (Available for TCP Server mode Only) - Open SpECiflEd Doors
Selected Node ID (255 |(1~254, 255 for broadcast all,Set to 0 to disable this node)
Selected Node ID [0 |(1~254,Set to 0 to disable this node) Select ‘Channel 1 Setting’ >
Selected Node ID [0 |(1~254,Set to 0 to disable this node) .
Selected Node ID 0 |(1~254,Set to 0 to disable this node) > Fire Alarm (DI0) Open Doors:
Selected Node ID [0 |(1~254,Set to 0 to disable this node) ‘Enable’ > Door Open Mode Select
Selected Node ID [0 [(1~254,Set to 0 to disable this node) . ,
Selected Node ID DH 254,Set o 0 to disable this node) Keep Latch’ > Input Selected Node ID

‘Selected Node ID’. The specified
station number range between Node
ID 1-254.

Select Update to save setting.

Repeat the same procedure for
‘Channel 2 Setting’.

Fire Alarm (DI0) Open Doors (Avallab\e for TCP Server mode Only) Step 3. ChOOSIng RS485 wiring method
Door Open Mode (Available for TCP Server mode Only) — Release All Doors
Selected Node ID (1-254, 255 for broadcast all,Set to 0 to disable this node)
Selected Node ID [0 |(1~254,Set to 0 to disable this node) Select ‘Channel 1 Setting’ >
Selected Node ID i (1~254,Set to 0 to disable this node) .
Selected Node ID [0 [(1-254,Set to 0 to disable this node) > Fire Alarm (DIO) Open Doors:
Selected Node ID [0 |(1~254,Set to 0 to disable this node) ‘Enable’ > Door Open Mode Select
Selected Node ID D(1~254,Set to 0 to disable this node) /— , ]
Selected Node ID [0 |(1~254,Set to 0 to disable this node) Keep Latch’ > Input 255 on the first
Selected Node ID [0 |(1~254.Set io 0 to disable this node) field of Selected Node ID.

Repeat the same procedure for
‘Channel 2 Setting’.

12
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. Step 4. Choosing Ethernet/UDP
Device Name [CONTROLLER _ (Gan e any uri Broadcast — Open One Specific Door
LAN IP Address
LAN Net Mask Select Network Setting > on Secondary
Default Gateway
Primary DNS Server 16895 11 DNS Server enter controller’s IP

Secondary DNS Server

192.168.1.171 |

MAC Address

DHCP Client

TCP Listen Port

HTTP Server Port
Socket Timeout

Node D (Device D)
Message Server IP 1st

00-13-57-02-F6-60

O

[1621__ |(1024~65530)

[0 |i80~65530)

[120 |(0~600)sec. (TCP Client Ke
fbooo ]

Address.

Network Setting

Aftar you have changad the IP address, Ihe device will restart (hardware raset)
Please update the |P address in the browser after any changed

Step 5. Choosing Ethernet/UDP

Broadcast — Release All Doors

tom Setting Select Network Setting > on Secondary

Device Name ‘CU‘IIHCLLLN ](Can be any unique identifier)

LAN IP Address [182.188.1.178

LAN 1P A e DNS Server enter 0.0.0.0 to release all

Default Gateway [192.168.1.254 |

Primary DNS Server [168.951.1 dOOI’S.

Secondary DNS Server 0.0.0.0 ]

MAC Address 00-13-57-02-F8-80

DHCP Client 0

TCP Listen Port [1821  1024~65530)

HTTP Server Port |0 [80~65530)

Socket Timeout |120 (0~B600)sec. (TCP Client Keep Alive:0)

Node ID (Device 1D) 2]

Message Server IP 1st 0.0.00

Message Port 1st (] k1024~65530, D:disable, B031:Text Mode)

Message Server IP 2nd W}

Message Port 2nd |0 kmu«ﬁﬂsan_ O-disable or 8031 Text Mode)
Step 6. Create Fire Alarm Event on
Registry Editor
Create “Fire Station” name on
Computer / Registry Editor window by
following below steps:
3.1 Open the Start menu and type

“regedit” and hit Enter
.;.;' See more results
| regedit ® | | Restart | F |

13
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@" Registry Editor

| 3.2 When the Registry Editor open,

[ File Edit View Favorites Help

ComputeryHKEY_CURRENT_USER\SoftwaretSOYALT01Client\Fire Station

navitate to

~ & Computer

. || HKEY_CLASSES_ROOT

HKEY CURRENT USER |
AppEvents

[

Cansole
Control Panel
Environment
EUDC

HKCU
Identities
InstTransferWC
Keyboard Layout
Metwork
OptionList
Printers

SOYAL

HKEY_CURRENT_USER\Software
\SOYAL\701Client, then
*x create a new key file and name it

“Fire Station”.

UserEvent

Copy Key Name

v
\ . | 323DMaster sjght click Expand |
[ odei— > [ New | [ ke, |
-.| | Control Bars-Bar0 Tl i i LS

Control Bars-Summary String Value
CUserDoorMap Delete Binary Value
Email Rename DWORD (32-bit) Value
Files QWORD (64-bit) Value
IPCAMO o
IPCAM1 Permissions... it Stinglalue
Settings Expandable 5tring Value

<

. Fire Station

v | sovaL 3.3 Under” Fire Station”, create a new
323DMaster
- A MName Type Data . .
v 701Client : _ String Value and name “Fire Event”
Caontrol Bars-Bar0 REG_SZ (value no
Caontrol Bars-Summary
CUserDoorMap | MNew >| Key
Email
FiTe:I I String Value |
IPCAMO Binary Value
IPCAN1 DWORD (32-bit) Value
.| | Settings "
Fire Station |

REG_5Z (value no
Name001 REG_SZ Fire Event
Edit Value \ -]
| Value name:\ / |
[Name001 - |
Value data: /
| Fire Event  « |

14
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File Edit View Windows Setting Tools Help
1 2 3D, & b K 8 9 Al B C D E F G I
2O EEHYEHL QPEAORY @a¥TH «a» ® .
Default.pic |  TRAMSACTION RECORDS20191. & TRANSACTIOM RECORDS20191.. ]
Index Time Station Mum MName Department Department:2 UserlD Status Detail
0057 09:53:39 (L26)MCU_MSG26 IP:(171.001.168.192)
0058 09:53:-41 00:001-01: 0000 Digital Input Open
0059 09:53:54 00:001-01: 0000 Digital Input Close

TEST: When fire occurs, 701Client software will receive the message from AR-727CM-V3 (the message
include fire station name, IP address ; At the same time, 701Client software will send the message to the
assigned E-mail address.

Part 3. Alarming Event notification

After the 701 Client receives alarm message in event log forms, at the same time it could forward alarming
event messages to up to 10 groups of management personnel Emails. All of the messages will display the
date and time, location (controller), alarming type of events such as:

- Controller’s offline

- Force open

- Door open too long

- Key-in wrong PIN or invalid card after maximum error reached.

Notes: you can set up to 10 different email address to receive the notification

Step 1. Add email address of recipient of

the abnormal event

- See more results

|regedit ® | | Restart | » |

15
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ﬁ Registry Editor - O X

File Edit View Favorites Help

Computer\HKEY_CURRENT_USER\SOFTWARE\SOYAL\701Client\Email

v | SOVAL || Name Type Data
> | 323DMaster ab}(Default) REG_SZ (value not set)
w . 701Client
- T015erver
Control Bars-Bar0
- Modify...

String Value Modify Binary Data... -|fy .
Binary Value Modify Binary Data...

DWORD (32-bit) Value Delete

QWORD (64-bit) Value
IPCAMT Multi-String Value
1PCAM2 grel
IPCAM3 Expandable String Value

Delete

/ REG_SZ

New > Key | New Value i Fatsastas - .
Control Bars-Summary > ; : : ‘ W RFG 57

IPCAMO

Rename

Mailbox
ODBC
Settings
UserEvent

701Server oK Cancel

CommView

EnrollTool
ISPTools

Lift Control
MifareS50
SORTools
Hdnllndater

Step 2. Go to Computer\HKEY_CURRENT_USER\SOFTWARE\SOYAL\701Client\Email

Step 3. Right click and select New > String Value

Step 4. New Value is created then right click > Modify > enter email address of the recipient

Step 5. New Value has been set with email address, then right click > Rename > CcExt01

CcExt01 means the first recipient email, if you create more than one recipient repeat the same process but
rename it differently to distinguish one another; example export@soyal.com is set as CcExt01,
sales@soyal.com is set as CcExt02

Part 4. Student’s absent from school notification to guardian

When a student does not arrive at school during class, the teacher can check the student's attendance
status by using the daily record in the software, and send an email notification to parents that students is

not attending school, so it is parents could get notified real time and know their children attendance status.

Notes:

16
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1. Required custom software to support this feature (please contact SOYAL for custom software)

2. Messages on the email can also be customize

User Card Edit

User Num Ijh‘,- Lock  [JAuto Save Card ID I:l —
Card ID | 33 23700 [Card only <o ozl VR
Time Zone ALL v| Level 00 -~ T | —
Door Group ALL -

Name + |Dia

CPAN. | 0000| [ Ghangeable

Alias

[ pate Limits

[ ] Anti-passback
[ 11112099 E)- |~ [ 11 112099 ©+| Cluustcard contro

Depart. |Dep_00

~ | [Dep2_oo ~| Duty# |[puty_oo -

car ID |:| Birthday

1t 11980 [+

L] Just fingerprini

VisalD

Gender|MaIe v| E-mail: |caseyﬂ‘3‘3@gmail.com

-
20058

TEL:

Addr.

\bfg'l

O

Step 1. Enter parents or guardian
email address on student’s user

data’s email field.

¢ 701Client - [TRANSACTION RECORDS2021/05/20]

File Editl View § Windows Setting Tools Help
1 2 v | Standard 8 9 A
2 ® LA W
[ Statusbar | —
Default. ECORDS2021/05/..
7® etau Font 105/
Index T v Ontians Num Mame
0026 1 01 1

0027 1

Guest Status
01 1

Step 2. Go to View > Guest Status

fir ik
0001
0002
0003

iz
Dia
Abigail

Wk B email
casey99@gmail.com

castro125888@gmail.com

Send Email

Step 3. 701Client will list the status
of student’s arrival.

If students have arrived they will
clocked in their access to access
controller, then software will show
green dot, if students have not
arrived to school yet, it will show
red cross.

Step 4. Click the option “Send
Email”, 701Client will automatically
send email only to student’s parents
or guardian that has not yet arrived
and clocked in.
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Part 5. Letter Arrival on Mailbox Notification

When letter or packages delivered to household’s
Smart Mailbox Management System Application Diagram

Letter
Notification
Third Party «
ntegration System,

© MailboxGraphical @) Status Display © Remote Graphic Control personal email address is set could also send
Interface e You have new letter (to open door remotely)

! oMailbox close /Mailboxopen  + email notification to household. 701Client will

mailbox, the infrared I/0 module installed in the

mailbox detects the letter arrival and

immediately sends signal to 701Client software

TCP or RS-485

installed at the management office through

event log and at the same time if assigned

also allow personnel to monitor which unit has

letters or packages at one glance through Floor

Plan feature.

Not only that, we also provide third-party
integrated applications (such as mobile app

property management systems) that could show

pop up notification through mobile phone and

post announcement or notice in residential area.

Up to 64 Boxes RS-485

I

Controller with
Voice Module
AR-837E

LED Electric LED Electric LED Electric
Cabinet Lock Cabinet Lock Cabinet Lock

AR-1213P AR-1213P AR-1213P

Notes:

1.

This feature will allow software to show mailbox status such as letter/package arrival, mailbox door is
close or open status, and alarming event; only applicable for installation with 64 units mailbox.
Controller AR-837-E firmware = APS837E V0403 191016 USERNAME3_MAILBOX_64 MONI.STM

(please contact SOYAL team for firmware or other access controller model no. with the same feature)

Software must be the newest version
Reserved user address 0 as a correspondent between controller to each of the mailbox
(AR-403-10-0202M-IR)
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User Card Edit n

User Num ljl_i- Lock  [JAuto Save Card ID

[ |
Card ID | 33 23700] [ Card only 2 E E
Time Zone ALL ~ Level |00 - o B3
Door Group ALL ~
Bamepy ‘Dia ‘ P.LN. | 0000‘ [J changeable

mias | |Employ [ |[lcuard

[J Anti-passback
Upate imits | 7 112099 O~ |~ | 10 112099 O~ | [Jyustcard contro
Depart. Dep_00 ~|[Dep2_00 | buty# Duty_oo
Car ID I:I Birthday 1141980 [~ [J Just fingerprini
VisalD Gender|MaIe v| E-mail: ‘export@soyal.com 20050

TEL: | | %
Addr. | [ 2

Num  Name Access Mode Department UserID Inde  Card Search
0000 Card and PIN Dep_00 655 Read/Write to Cxx
0001 Dia Card only Dep_00 000 Card Copy
0002 Cindy Card only Dep_00 000 E————
0003 Invalid Dep_00 0001 Sx""A o fextrie
0004 Card and PIN Dep_00 [ A )
nnns ard and DIk Nan 0N ERR Download AIIBS/ EEQIH Date
Import From Text File
LeAsat
0062 139497 00 ST I User Access Floor Edit

Step 1. After upgrading custom
firmware for access controller, go to
701 Client 8. User Card Edit > Tool
Box > User Access Floor Edit

Lift Floor Setting (example: User address 1)

User Floor Edit X
User ~ Wia 33:23700

01 [Floor0d1 02 Floord2 03 Floor03 04 FloorD4

[]os Floor0s K06 Floords 07 Flooro7 [os Floor0s

[109 Floor09 [110 Floegi0 [111 Floor11 []12 Floor1i2

[113 Floor13 114 Floorid [115 Flooris [116 Floorb
Show Range

@016 O1732 O3348 (4964

Direct or Bypass
O Bypass through Right Side Controll Node download to TargetLontrollers oo o
Target Controllers  [Type and Capatitors] 15000 [Ev5] ~

Read One From 1st Node

© Direct download to Target Controllers [AUTO Check Controller Model]

001:Lift01 ~ | None ~ |None ~

MNone ~ | None ~  |None ~

Save to Text

Mailbox Setting (example: enabling for User address 1)

User Floor Edit >
6553565535
01 Floord1 []o2 Flooro2 []o3 Floor03 [Jo4 [Floord4
[Jos Floor0s 06 Floor06 []o7 Floer0? ["Jos [Floor0s
[] o9 Floor09 111 Floer11 []12 Floor12
[]13 Floor13 []14 Floori4 []15 Floerls []16 Floorl6
Show Range
@011 O173z O3348 O 49764 Write One Read One From 1st Node
Direct or Bypass
O Bypass through Right Side Controll Node download to Target€ontrollers ool ~
Target Controllers [Type and Cap@fitors) 1024 [AR721Hw3 ~
Direct download to Target Controllers JAUTO Check Controller Model)
0071:Lift01 ~| None ~| None ~
Save to Text
None ~ | None ~ | |None v

Step 2. Set up access controller
correspondent with AR-403-10.

In this setting, we are using the same
setting like in lift control where you
can assign what floors every user can
access.

The only different is, for lift floor you
need to select user address,
meanwhile for mailbox all setting is

done on user 0.

To distinguish between lift floor and
mailbox setting, here is the example:
Dia (user number 00001) assign to
access 01(floor01) and her mailbox is
first mailbox 01(floor01), tick the box
so it will enable mailbox01.

Step 3. Save setting by pressing ‘Write

One
Step 4. Download to controller select
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‘Direct’ and select 001:Lift01 you’re
your controller is node ID 1 (more
detail, refer to
https://www.soyal.com/s00308004/

)

User Card Edit

User Num I:h‘.- Lock

[]Auto Save Card ID

Step5.
Go back to the User Card Edit and

enter 001 on Alias field > Save >

Card ID 33 23700 | Card onl e BN
a ‘ H H Y | Qg NE Download
Time Zone ALL v Level 00 > | EE
Door Group ALL v
Name * |Dia ‘ P.I.N. [] Changeable
Alias ‘001| ‘ [lmploy ID I:l [ Guard
Mailbox AR-403-DI2MO2-IR Fill the corresponding Mailbox
Number at Alias field
1 001 001
2 002 002
3 003 003
64 064 064
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